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Invisible LAN Remote Program License Agreement

The programs in this package are copyrighted. By using them, you indicate
acceptance of the following terms and conditions. If you do not agree with
these terms and conditions, return the programs to the place of purchase; a
your money will be refunded.

1. License.You may use the programs on a single host computer. You may us
the programs on an unlimited number of client computers, but only for the
purpose of communicating with the single host computer. You may make &
reasonable number of copies of the programs for backup purposes.

2. Restrictions. You may not use the programs on more than one host
computer at the same time. You may not distribute copies of the programs ¢
documentation to others, or place them into any electronic bulletin board ol
information retrieval system. You may not modify or reverse engineer the
programs. You may not remove, alter, or circumvent any serialization or copy
protection mechanism that is built in to the programs.

3. Limited Warranty on Diskettes. If a diskette in this package is defective,
Invisible Software will replace it at no charge if the defective diskette is
returned to Invisible Software, shipping prepaid, within 90 days of the date of
purchase.

4. Limited Warranty on Software. Invisible Software warrants that the
programs will operate substantially as described in the documentation. If you
report a significant software defect in writing within 90 days of the date of
purchase, and Invisible Software is not able to correct the defect, then you ma
return the programs and documentation to the place of purchase; and yol
money will be refunded.

5. Disclaimer.IN NO EVENT WILL INVISIBLE SOFTWARE BE LIABLE
TO YOU FOR ANY DAMAGES, INCLUDING ANY LOST PROFITS,
LOST SAVINGS OR OTHER INCIDENTAL OR CONSEQUENTIAL
DAMAGES ARISING OUT OF THE USE OR INABILITY TO USE THE
PROGRAMS EVEN IF INVISIBLE SOFTWARE OR AN AUTHORIZED
REPRESENTATIVE HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES, OR FOR ANY CLAIM BY ANY OTHER PARTY.
SOME STATES DO NOT ALLOW THE LIMITATION OR EXCLUSION
OF LIABILITY FOR INCIDENTAL OR CONSEQUENTIAL DAMAGES,
SO THIS LIMITATION OR EXCLUSION MAY NOT APPLY TO YOU. This
agreement will be governed by the laws of the State of California.

6. U.S. Government Restricted RightsThe software and documentation are
provided with Restricted Rights. Use, duplication, or disclosure by the Gov-
ernment is subject to restrictions as set forth in subparagraph (c)(1)(ii) of The
Rights in Technical Data and Computer Software clause at DFARS 252.227
7013, or subparagraphs (c)(1) and (2) of the Commercial Computer Soft
ware—Restricted Rights at 48 CFR 52.227-19, as applicable. Contrac
tor/manufacturer is Invisible Software, Inc.



TRADEMARKS

Invisible LAN Remote, Invisible LAN, Invisible Network, Invisible Software,
NET/30, NET/30 For Windows, Invisible Ethernet, Invisible RAM, Invisible
RAM 386, Invisible EMS, TransBIOS, CACHE/30, and PopMaster are trade-
marks of Invisible Software, Inc.

IBM, IBM PC, PC/XT, PC AT, PS/2, Micro Channel, PC Network, and PC
LAN Program are trademarks of International Business Machines Corpora:
tion.

Hayes is a trademark of Hayes Microcomputer Products, Inc.
Windows, MS-DOS, and EMM386 are trademarks of Microsoft Corporation.
386, 486, and Pentium are trademarks of Intel Corporation.
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Introduction to Invisible LAN Remote

Invisible LAN Remote lets you connect to the network through a serial port
or modem. Once connected, you can access all network resources, exactly
if you were attached directly to the network.

One computer on the network is set up as the remoteHogtnomputer. This
computer is responsible for transferring data between the network and th
serial link. A single host can accomodate up to four serial links. The remote
login host software runs in background, so the host computer can be used f
other tasks simultaneously.

A remote logirclientcomputer is linked to the host computer through a serial

port. The client can be attached to the host through a telephone line with

modem, or it can be attached directly to the host with a null-modem cable. Ir
either case, once the serial link is established the client computer becomes
network station. You can load the Invisible LAN operating system on the
client station, and access all network resources normally.

Invisible LAN Remote is an add-on to the Invisible LAN Operating System.
In this manual, we assume that you already know how to install and use th
Invisible LAN Operating System.



Hardware Requirements

Invisible LAN Remote requires the following hardware:

Computers — Although Invisible LAN Remote can run on any IBM-
compatible computer, we recommend that the client and host computer:
should be 386 or higher.

Serial Ports— Each computer must have a serial port.

A host computer that supports multiple serial links must have several
serial ports, one for each link. Each serial port must have a separat
interrupt (IRQ) level. Many serial ports only allow a choice of two
interrupt levels, so you may need to get special serial port cards if yoL
want to have more than two serial links.

The use of a 16550 chip in the serial port is optional. If you have a 16550
the software automatically detects it and uses it. In a host computer tha
supports multiple serial links, or is heavily used as a file server, the use o
a 16550 is recommended.

Modems — If you want to communicate through telephone lines, then
each computer must have a modem. Although Invisible LAN Remote can
work with almost any modem, for acceptable performance we recom-
mend that the modem should be 9600 bits per second or faster, and th
the modem should support V.42 (error control) and V.42bis (data com-
pression). Refer to the text file called MODEMS.TXT for additional
information on supported modems.

Null-Modem Cable — If you are not using telephone lines, then you
need to have a null-modem cable. The null-modem cable lets you connec
the client’s serial port directly to the host's serial port. Refer to the text
file called MODEMS.TXT for technical requirements on null-modem
cables.



Copying Files to the Hard Disk

The first thing you have to do is copy the Invisible LAN Remote program files
onto your hard disk. The Invisible LAN Remote program files must be copied
into the same disk directory as the Invisible LAN Operating System program
files. This directory is usually called C\NET30. You can use the Setup
program to perform the copy.

Before beginning, make sure you have your Invisible LAN Remote option
diskette.

To start the Setup program, type the command

SETUP30

If you are using a laptop computer with a black-and-white screen, you may
find that the display is easier to read if you use the command

SETUP30 /B

In either case, you see the Setup program main menu, as shown in figure 1.

To start the copying process, sel€cpy Files to Hard Disk from the main
menu. The Setup program asks you where to copy the files from, and wher
to put them on the hard disk, as shown in figure 2. By default, the files are
copied from A:\to C:\NET30. You can type over these directory names if you
wish. For example, if you want to install the network software on drive D:,
you could change the destination directory to D:\NET30.

When the names are correct, preager or F9 to begin the copy process.
When the copy is complete, the Setup program returns to the main menu.



| Invisible LAN Setup

NETWORK SETUP MAIN MENU

Copy Files to Hard Disk

LoadsCreate Initialization File
Easy Conf iguration

Advanced Conf iguration

Bave Initialization File

Modify CONFIG.SYS

Exit from Setup Program

Copies Invisible LAN program files to the hard disk

[ENdF1 A Enter RN E=c IRl t | PglUp PgDn Home End A-Z
Figure 1. Setup Program Main Menu

| Invisible LAN Setup

PY FILES TO HARD DISK

Files will be copied from this directory:

Files will be written to this directory:

C:\NET38

Type the directory path where the program files are located (usuwally AIN)

[Nl F1 P Fo [ENEAA E=c EId Enter t 4 Tab [AJ§d -+ «— Ins Del Home End
Figure 2. Copying Files to the Hard Disk




Quick-Start

This section describes how to get Invisible LAN Remote running as quickly
as possible. Subsequent sections describe the software in more detail.

Quick-Start Setting Up The Host

To set up the host computer, proceed as follows:

Start the Modem Configuration program by typiRGONFIG at the
DOS prompt.

SelectLoad Settingsfrom the main menu.
SelectModem Configuration from the main menu.

Select the type of modem you are using, and the desired optiors5Use
and F6 to select from among the various modem types and options. In
most cases, you should select “Generic Modem” as the modem type.

When the modem type and option are correct, (f84® return to the
main menu.

SelectSave Settingfrom the main menu, and then selgextt.
Start the Setup program by typiBgTUP30at the DOS prompt.

SelectLoad/Create Initialization File from the main menu, and then
selectAdvanced Configuration from the main menu.

SelectRemote Login Host Parameters
EnterY for Load Remote Login Host and then preds9.

Pres€Escto return to the main menu, sel&etve Initialization File, and
thenExit.

To start the software, typ¢ET30 at the DOS prompt.

Note — If you want to run Microsoft Windows on the remote login host
computer, refer to the section called “Running Windows with Invisible LAN
Remote” for further instructions.
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Quick-Start Setting Up The Client

To set up the client computer, proceed as follows:

Start the Modem Configuration program by typiRGONFIG at the
DOS prompt.

SelectLoad Settingsfrom the main menu.
SelectModem Configuration from the main menu.

Select the type of modem you are using, and the desired optiors5Use
and F6 to select from among the various modem types and options. In
most cases, you should select “Generic Modem” as the modem type.

When the modem type and option are correct, ¥84® return to the
main menu.

SelectSave Settingfrom the main menu, and then selextt.
Start the Setup program by typiBgTUP30at the DOS prompt.
SelectLoad/Create Initialization File from the main menu.

Select either (afrasy Configuration, or (b) theGeneral Parameters
section ofAdvanced Configuration.

SelectREMOTE_LOGIN as the software version, and then pfSs
Return to the main menu, sel&ave Initialization File, and therExit.
To start the software, typ¢ET30 at the DOS prompt.
Type the telephone number when prompted.
Note — If you want to run Microsoft Windows on the remote login client

computer, refer to the section called “Running Windows with Invisible LAN
Remote” for further instructions.
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Running Windows with Invisible LAN Remote

If you want to run Microsoft Windows in conjunction with Invisible LAN
Remote, you need to make a change in your Windows configuration. This i
necessary to prevent Windows from interfering with the operation of the serial
port.

You need to make this change on both the remote login host computer, and tt
remote login client computer.

To configure Windows to work with Invisible LAN Remote, you need to add
some lines to your SYSTEM.INI file. The SYSTEM.INI file is a text file
which is located in your C:\WINDOWS directory. You can edit the SYS-
TEM.INI file using a text editor such as Windows Notepad. Refer to your
Windows README files for additional information on editing SYSTEM.INI.

If you are using COML1 for Invisible LAN Remote, add the following lines to
the[386enh]section of your SYSTEM.INI file:

COM1AutoAssign = 0
COM1Base = 0
COMllrg = -1

If you are using COM2 for Invisible LAN Remote, add the following lines to
the[386enh]section your SYSTEM.INI file:

COM2AutoAssign = 0
COM2Base = 0
COM2Irg = -1

If you are using COM3 for Invisible LAN Remote, add the following lines to
the[386enh]section your SYSTEM.INI file:

COM3AutoAssign = 0
COM3Base = 0
COM3Irg = -1

If you are using COM4 for Invisible LAN Remote, add the following lines to
the[386enh]section your SYSTEM.INI file:

COM4AutoAssign = 0
COM4Base = 0
COM4irg = -1

12



If you are using more than one serial port for Invisible LAN Remote, as on a
host that uses two or more ports, you need to include the SYSTEM.INI
modifications for all the ports you are using. For example, if you are using
both COM2 and COMS for Invisible LAN Remote, you would add the
following lines to thg386enh]section your SYSTEM.INI file:

0

COM2AutoAssign
COM2Base = 0
COM2Irg = -1
COM3AutoAssign
COM3Base = 0
COM3Irg = -1

1]
o
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Program Components

Invisible LAN Remote includes three memory-resident programs:

Serial Protocol— The Serial Protocol runs on both the client computer
and the host computer. It controls the serial port hardware and the moden
and it manages the flow of data through the serial link. The Serial Protocol
also detects and corrects any errors that occur on the serial link.

Remote Login Host— You run the remote login host software on the

host computer. The host transfers data between the network and the seri
link. The host uses TransBIOS to send and receive data on the networ}
and it uses the Serial Protocol to send and receive data on the serial linl

Remote Login Client— You run the remote login client software on the
client computer. The client provides TransBIOS and NetBIOS services,
so that you can run the Invisible LAN operating system and other network
applications. But instead of using a network card, the client uses the Seric
Protocol to send and receive data on the serial link.

In addition to the memory-resident program, Invisible LAN Remote also
includes four new application programs:

RCONFIG — Configures the modem and serial port. You must run
RCONFIG on each computer to specify the type of modem you are
using.

RSECURE — Sets up security on the host. You canR8ECURE on
the host computer to define users, passwords, and callback numbers.

HANG_UP — Used on the client computer to hang up the telephone.

RDIAG — Displays diagnostic information about the operation of the
Serial Protocol.

The Invisible LAN Setup ProgranSETUP30 also includes some new
features to support Invisible LAN Remote.

14
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Configuring the Modem

You use th(RCONFIG program to configure the modem and the serial port.
You need to ruRCONFIG on both the client and host computers.

Starting the Modem Configuration Program

To start the Modem Configuration program, type the following command at
the DOS prompt:

RCONFIG

If you are using a laptop computer with a black-and-white screen, you may
find that the display is easier to read if you use the command

RCONFIG /B

In either case, you see the modem configuration main menu, as shown i
figure 3.

The Modem Configuration program is designed as a series of menus, so it |
very easy to use. Most of the screens are self-explanatory, and there is plen
of on-line help available.

To select an item from the main menu, useuperrow anddown arrow
keys to highlight the desired item, and then pEagsr.

The second-to-last line on the screen shows a brief description of each iter
on the menu. If you want a more complete description or need additional help
press-1.

The last line on the screen lists the keys you can use to operate the Mode
Configuration program. If you need additional help using the keyboard, press
F1 twice.

Loading Settings into Memory

SelectLoad Settingson the main menu to read the current modem configu-
ration settings into memory.

After reading the settings into memory, the Modem Configuration program
automatically returns to the main menu.
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| Modem Conf iguration Invisible LAN Remote

MODEM CONFIGURATION MAIN MENU

Modem Conf iguration
Port Configuration
Save Settings

Exit from Program

Loads the current modem configuration into memory

[ERd F1 NI Enter [EREHAE=c EAREgd t | PglUp PgDn Home End A-Z
Figure 3. Modem Configuration Main Menu

17



Configuring the Modem (Continued)

Modem Configuration

To configure the modem, selddiodem Configuration on the main menu.
This displays the Modem Configuration screen shown in figure 4.

You use the Modem Configuration screen to specify the type of modem yot
are using. You can specify up to four modems, one for each serial port (COM1
COM2, COM3, and COM4). For each modem, you can select from a variety
of options.

Modem Type. UseF5 or F6 to select the type of modem you are using.
The following choices are available:

“None” — The serial port is not used.

“Generic Modem” — There is a generic Hayes-compatible modem at-
tached to the serial port. This selection works with most modems.

“Null-Modem Cable” — The serial port is connected to another computer
using a null-modem cable.

In addition to the above three choices, there are other selections availab
for specific brands of modems. If you need help making the correct
selection, pressl. If you need additional help, refer to the text file called
MODEMS.TXT for a description of supported modem types.

On a remote login client, only one port should be used; the other three
ports should be set to “None.” On a remote login host, you can use a
many ports as you want.

Options. UseF5 or F6 to select an option for each modem. The available
options vary depending on the type of modem. Typically, you can choose
touch-tone dialing or rotary pulse dialing, and you can choose to turn off
the modem’s speaker. In the case of a null-modem cable, you can choos
the baud rate.

When the modem configuration is correct, prESsto return to the main
menu.

Technical Note— For the “Generic Modem” selection, you must preconfig-
ure your modem as follows: (a) the modem must use a fixed DTE baud rate
(b) the modem must use the CTS signal for flow control; and (c) the moden
must use the DCD signal to indicate when carrier is present. Many modem
are already pre-configured correctly when they are shipped from the factory
Refer to MODEMS.TXT for additional technical information.
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| Modem Conf iguration Invisible LAN Remote |

MODEM CONF IGURATION

COM1 Modem Type [RAENTSVGTS, NN
LU AT Tone Dial

COMZ Modem Type
Options

COM32 Modem Type
Options

COM4 Modem Type
Options

Press F5 or Fb6 to select the type of modem you are using on COM1
A F1 EORAF9 [Nl E=c EHEd Enter t 1 Tab [DEI0OLH F5=Back F6=Mext A-Z

Figure 4. Modem Configuration Screen

Technical Note— For the “Null-Modem Cable” selection, you need to use a
null-modem cable wired as follows: (2) GND on one side must be connectec
to GND on the other side; (b) TX on one side must be connected to RX on th
other side; (c) DTR on one side must be connected to DSR on the other sidi
and (d) RTS on one side must be connected either to CTS on the other side,
to CTS on the same side. Refer to MODEMS.TXT for additional technical
information.
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Configuring the Modem (Continued)

Port Configuration

Optionally, you can configure the serial port hardware. This is usually not
necessary, since the software can usually detect the serial port configuratic
automatically. You need to configure the serial port hardware if your
computer’s BIOS does not detect the serial port, or if the serial port uses a
interrupt level other than 3 or 4.

If you want to configure the serial port hardware, sébect Configuration

on the main menu. This displays the Port Configuration screen shown in figure
5. You use this screen to specify the configuration for each serial port (COM1
COM2, COMS3, and COM4).

I/O Port Address. Type the address of the serial port hardware, in
hexadecimal. Most serial ports are located at one of the following ad-
dresses: 2E8, 2F8, 3ES8, or 3F8. If you leave the field blank, Invisible
LAN Remote obtains the address from the computer’s BIOS. If you enter
an address, it overrides the address (if any) provided by the BIOS.

IRQ Level. Type the interrupt level of the serial port hardware. The
interrupt level can be a decimal number from 2 to 15. Most serial ports
use interrupt level 3 or 4. Each serial port must have a different interrupt
level. If you leave the field blank, Invisible LAN Remote assumes
interrupt level 3 for I/O port addresses 200 to 2FF, or interrupt level 4 for
I/0 port addresses 300 to 3FF.

Use FIFO. Some serial ports have a chip called650 UART The
16550 UART has something calledrB-O that lets the serial port work
more reliably at higher speed. Tyyéf you want to use the FIFO, or type
N if you don’t want to use the FIFO. The defaulYislf you don’t have
a 16550 UART, then this field is ignored.

When the port configuration is correct, pré8gto return to the main menu.

Saving Settings to Disk

After entering the configuration, selegave Settingson the main menu to
save the information to disk. The information is stored in a file called
SLINK.INI.

After saving, seledtxit to terminate the program and return to DOS.

20



| Modem Conf iguration Invisible LAN Remote

1/0 Port IRQ Use
Address Level FIFO

Enter the I/0 port address for COM1, or leave blank to use default

[ERdF1 P FY [ENEAA E=c EIRMd Enter t 4 Tab Il -+ «— Ins Del Home End
Figure 5. Port Configuration Screen
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Setting Up the Host

You use the Invisible LAN Setup progra®ETUP30 to set up the remote
login host.

To start the Setup program, tyBETUP30at the DOS prompt. The Setup
program displays the main menu shown in figure 1.

From the main menu, selestlvanced Configuration, and then seled®e-
mote Login Host Parameters The Setup program displayes the Remote
Login Host Parameters screen shown in figure 6.

You configure the host software by entering information on this screen. As yoL
complete each item, you presster to proceed to the next item. If you make

a mistake, you can use thp arrow anddown arrow keys to highlight the
item you want to correct, and then enter your correction.

In most cases, you only need to set the first parantetad Remote Login
Host. The default values of the other parameters are adequate for mo:s
installations.

After entering all the desired parameters, pfeSsr Enter to return to the
Advanced Configuration menu.

Load Remote Login Host EnterY to load the remote login host soft-
ware.

Use ShadowEnterY to load the remote login host software into shadow
RAM (memory above 640K). EntéM to load the remote login host
software into DOS memory.

Lines. Enter the number of serial lines that the remote login host should
use. The host can use from 1 to 4 serial lines.

SessionsEnter the total number of simultaneous network sessions that
the host needs to support. The default value of 32 is almost always
adequate. If you increase this value, you also need to increase the Sessio
value on the TransBIOS parameters screen.

Names Enter the total number of network names that the host needs tc
support. The default value of 18 is almost always adequate. If you
increase this value, you also need to increase the Names value on tt
TransBIOS parameters screen.

Poll Size Enter the maximum amount of data that the host can handle
during a network polling operation. The default value of 6000 should be
adequate for networks of up to 20 or 30 stations. You may need to increas
this value to get reliable polling on larger networks.
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| C:INNET3BMNET38. INI Invisible LAN Setup

| ADVANCED CONFIGURATION

General Network Parameters
Transbios Parameters

SET REMOTE LOGIN HOST PARAMETERS

Load Remote Login Host [l Names (4-64)

Use Shadow [N] Poll Size (2888-168080) 1]
Lines (1-4) Applications (4-64)

Sessions (4-128) Buffers (32-64) [ 46 |

Enter ¥ to load the Remote Login Host software

CEAdF1 A FO [ELMIl Esc [SaRdsld Enter t L Tab FIEIREI Y N F5 F6
Figure 6. Remote Login Host Parameters Screen

Applications. Enter the total number of TransBIOS applications that the
host needs to support. The default value of 16 is almost always adequat
If you increase this value, you also need to increase the Applications valu
on the TransBIOS parameters screen.

Buffers. Enter the number of buffers to allocate for sending and receiving
data on the serial link. Each buffer uses approximately 560 bytes of
memory. The default value of 40 should be adequate for 1 or 2 lines. Yol
should probably increase this value if you have more than 2 lines.
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Setting Up the Client

You use the Invisible LAN Setup progra®ETUP30 to set up the remote
login client

To start the Setup program, tyBETUP30at the DOS prompt. The Setup
program displays the main menu shown in figure 1.

The setup can be done from either Easy Configuration or Advanced Configu
ration. These two options are described separately below.

Easy Configuration

From the main menu, seldeasy Configuration. The Setup program displays
the Easy Configuration screen shown in figure 7.

On the Easy Configuration screen, seREMOTE_LOGIN as the software
version. Then preds9 or Enter to return to the main menu.

Advanced Configuration

If you set up the remote login client using Easy Configuration, you need to
manually type the telephone number, user ID, and password each time yo
start the software. With Advanced Configuration, you can automate the start
up process.

To begin the process, seldadvanced Configuration from the main menu,
and then selecteneral Network Parameters The Setup program displays
the General Parameters screen shown in figure 8. On the General Paramet:
screen, sele®EMOTE_LOGIN as the software version. Then pre8sor
Enter to return to the Advanced Configuration menu.

Next, selecRemote Login Client Parameters The Setup program displays
the Remote Login Client Parameters screen shown in figure 9. You use thi
screen to automate the login process.

Telephone Number Enter the telephone number of the host computer. If
you leave this field blank, you are prompted to enter the telephone
number when you start the software. If you're using a null-modem cable,
no telephone number is required. When entering a telephone number, yo
can use the following symbols:
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| C:INNET3BMNET38. INI Invisible LAN Setup |

EASY NETWORK NF IGURA

User Name (1-15 characters) MIKE
Software Version (option) REMOTE_LOGIN
Network Hardware Type (option)

Install Electronic Mail (Y¥-/N)

Install Windows Support (Y¥-/N)

Install File Server (Y/N)
Network Printer #1 (option)

Network Printer #2 (option)
Install Disk Cache (¥/N)
Cache Data Location (option)
Cache Size (kilobytes)

Use Shadow RAM for Network (Y¥/N)
Use EMS for Network (Y¥/N)

Type the name of your network station

[Nl F1 P Fy [ENEAA E=c EINMd Enter t 4 Tab [AJ§d -+ «— Ins Del Home End
Figure 7. Easy Configuration Screen

| C:INNET3BMNET38. INI Invisible LAN Setup

|| ADVANCED CONFIGURATION
SET GENERAL NETWORK PARAMETERS

User Name

Software Version REMOTE_LOGIN
Network Hardware

Load Server
Load SHARE

Load Cache

Load Redirector
Load Mail
Windows Bupport

Type the name of your network station

[Nl F1 P Fy [ENEAA E=c EINMd Enter t 4 Tab [AJ§d -+ «— Ins Del Home End
Figure 8. General Network Parameters Screen
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Setting Up the Client (Continued)

0 through 9  Dials the corresponding digit.

* # Dials the asterisk or pound symbol. This is only allowed
if the modem is configured for touch-tone dialing.

() - Parentheses and hyphens can be used, but they are
ignored.

, A comma pauses for two seconds. This is useful if you
are calling from a PBX and need to dial a code number
to get an outside line. For example, “9,555-1212" dials
9, pauses for two seconds, and then dials 555-1212.

User ID. If security is enabled on the host, enter your user identification.
If you leave this field blank, you are prompted to enter the user identifi-
cation when you start the software. If security is not enabled on the host
then no user identification is required.

Note that the user identification does not have to be the same as yoL
Invisible LAN user name.

Password If security is enabled on the host, enter your password. If you
leave this field blank, you are prompted to enter the password when yol
start the software. If security is not enabled on the host, then no passwor
is required.

Note that the password does not have to be the same as your Invisibl
LAN password.
After completing the Remote Login Client Parameters screen, pgess
Enter to return to the Advanced Configuration menu.

Finally, selectRedirector Parameters The Setup program displays the
Redirector Parameters screen shown in figure 10. Make the following settings

SetAudio Alert toN.
SetBuffers equal tc8.
SetBuffer Size equal to128
These parameters configure the redirector properly for use with a serial link

When the settings are correct, pré8sor Enter to return to the Advanced
Configuration menu.

Note that if you use Easy Configuration, these three redirector parameters a
set for you automatically.
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| C:INNET3BMNET38. INI Invisible LAN Setup

| ADVANCED CONFIGURATION

General Network Parameters
Transbios Parameters
Server Parameters

SET REMOTE LOGIN CLIENT PARAMETERS

Telephone Number [pEgENiganingtt v

User ID MICHAEL
Password MYPASSWORD
Remote Login Client Parameters

Remote Login Host Parameters
¥ Memory Manager Parameters

Enter the telephone number of the host computer

[ERdF1 P FY [ENEAA E=c EIRMd Enter t 4 Tab [AJ§d -+ «— Ins Del Home End
Figure 9. Remote Login Client Parameters Screen

| C:INNET3BMNET38. INI Invisible LAN Setup

SET REDIR OR PARAMETERS

Use Shadow RaM [ Open Files (18-288)

56 ]
Use EMS [N] FCB Open Files (8-288)
Audio Alert [N] Print Timeout (B-255)
Auto Remap H Buffers (B-16) ER

Wait for Server [ Buffer Size (128-1536) 128

Sessions (2-32) EN Print Buffer Size (128-1536)

Passuord |

Enter ¥ to load the redirector software into shadow RAM (memory above 648K)

CERdF1 [ FY [ELMIA Esc [N Enter T 4 Tab FBELIIY N FS Fé
Figure 10. Redirector Parameters Screen
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Starting Invisible LAN Remote

You use theNET30 program to start Invisible LAN Remote. At the DOS
prompt, type

NET30

The NET30 program automatically loads both the Invisible LAN Operating
System and Invisible LAN Remote. It reads your initialization file and auto-
matically loads the appropriate programs.

The NET30 command assumes that your initialization file is named
NET30.INI. If you used another name, then you have to enter the name of th
initialization file on theNET30 command line. For example, if your initial-
ization file is named MIKE.INI, you would use the command

NET30 MIKE

Notice that you don't type the “.INI” on the command line.
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Hanging Up the Telephone on the Client

On the remote login client, you can use NG _UP program to hang up
the telephone. At the DOS prompt, type

HANG_UP

When you type thtlANG_UP command, the client software hangs up the
telephone. The hangup process takes about 10 seconds. When the hanguy
completeHANG_UP displays a message telling you to prés$+Alt+Del

to reboot your computer.
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Host Security

Invisible LAN Remote offers two levels of security. At the first level, you can
specify user IDs and passwords. Any user that wants to log in to the host mu:
supply a valid user identification and password.

At the second level, you can also specify callback telephone numbers. Whe
a user calls in, the host automatically hangs up the telephone and calls the us
back at the callback number. In this way, you can restrict the user to logging
in only from a specific location.

You use thdRSECURE program to set up security on the host computer. You
need to ruRSECURE at the host computer.

Starting the Host Security Program

To start the Host Security program, type the following command at the DOS
prompt:

RSECURE

If you are using a laptop computer with a black-and-white screen, you may
find that the display is easier to read if you use the command

RSECURE /B

In either case, you see the host security main menu, as shown in figure 11.

The Host Security program is designed as a series of menus, so it is very ea
to use. Most of the screens are self-explanatory, and there is plenty of on-lin
help available.

To select an item from the main menu, useuperrow anddown arrow
keys to highlight the desired item, and then pEagsr.

The second-to-last line on the screen shows a brief description of each iter
on the menu. If you want a more complete description or need additional help
press-1.

The last line on the screen lists the keys you can use to operate the Ho
Security program. If you need additional help using the keyboard, ptess
twice.
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| Host Security Invisible LAN Remote

HOST SBECURITY MAIN MENU

View/Edit Security Information
Save Becurity Information
Exit from Program

Loads the current security settings into memory

[EFd F1 NI Enter [REHAAE=c EIREgd t | PglUp PgDn Home End A-Z
Figure 11. Host Security Main Menu

| Host Security Invisible LAN Remote |

| REMOTE LOGIN SECURITY

ESTHER SECRET 1-41 5! 493
MICHAEL MYPASSWORD

REGINA FIRSTPASS 555-3658
REGINA SECONDPASS 1-4A8-555-4582
VINCENT SESAME 555-6792

LINAE F1 GINUETNY Enter [OLWNR Esc EINANGE T 1 Pglp PgDn Home End A-Z

Figure 12. Remote Login Security Screen
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Host Security (Continued)

Loading Settings into Memory

SelectLoad Security Information on the main menu to read the current
security settings into memory.

After reading the settings into memory, the Host Security program automati-
cally returns to the main menu.

Entering Security Information

SelecWiew/Edit Security Information on the main menu. The Host Security
program displays a screen showing all the users that are defined for the hos
as in figure 12. Each line in the screen shows the user ID, password, an
callback telephone number (if any). From this screen, you can perform thres
operations: adding users, modifying users, and deleting users.

To Add a User— PressEnter to bring up the Action Menu shown in
figure 13. Then sele&dd User to bring up the User Information screen
shown in figure 14. Type the user identification, password, and callback
telephone number. (The user ID and password are required, but th
callback number is optional.) Then pré&Ssor Enter to add the user.

To Modify a User — Use theup arrow anddown arrow keys to
highlight the user you want to modify, and then pfester to bring up

the Action Menu shown in figure 13. Sel&bddify User to bring up the
User Information screen shown in figure 14. You can then edit the usel
identification, password, and callback number. When you are done, pres
F9 or Enter to record the modifications.

To Delete a User— Use thaup arrow anddown arrow keys to highlight
the user you want to delete, and then pEggsr to bring up the Action
Menu shown in figure 13. Then seléxtlete User

The user ID and password do not have to be the same as the Invisible LAI
user name and password. The remote login host’s security system is con
pletely independent of the file server’s security system.

Entering a callback telephone number is optional. If you enter a telephone
number, then the user can only call in from the specified telephone number. |
you leave the field blank, then the user can call in from anywhere. When
entering a telephone number, you can use the following symbols:

32



| Host Security Invisible LAN Remote |

| REMOTE LOGIN SECURITY

ESTHER SECRET 1-415-555-2493

MICHAEL MYPASSWORD

REGINA FIRSTPASS 555-3658

REGINA SECONDPASS 1-4A8-555-4582

VINCENT SESAME 555-6792
Modify User
Delete User

Adds a new user to the security list

[ERd F1 NI Enter [EREHAAE=c EAREd t | PglUp PgDn Home End A-Z
Figure 13. Host Security Action Menu

| Host Security Invisible LAN Remote |

| REMOTE LOGIN SECURITY

ESTHER SECRET 1-415-555-2493

MICHAEL MYPASSWORD

REGINA FIRSTPASS 555-3658 ACTION
R

User ID

Password

Telephone Nunber [

Enter the user identification (required)

[ERd F1 [N E=c EANd Enter t 4 Tab [FAJ§d -~ «— Ins Del Home End
Figure 14. User Information Screen
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Host Security (Continued)

0 through 9  Dials the corresponding digit.

* # Dials the asterisk or pound symbol. This is only allowed
if the modem is configured for touch-tone dialing.

() - Parentheses and hyphens can be used, but they are
ignored.

A comma pauses for two seconds. This is useful if you
are calling from a PBX and need to dial a code number
to get an outside line. For example, “9,555-1212" dials
9, pauses for two seconds, and then dials 555-1212.

Note that in selecting a callback number, the host looks at both the user ID ar
the password. If a user needs to call in from two different locations, you car
enter the user’s ID into the security list twice, each with a different password
and callback number. Then the user can log in with the first password from the
first location, and with the second password from the second location.

When all the security settings are correct, pEsedo return to the main menu.

Saving Settings to Disk

After entering the security information, sel&atve Security Informationon
the main menu to save the information to disk. The information is stored in ¢
file called RLHOST.DAT.

After saving, seledExit to terminate the program and return to DOS.
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